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Background
The efficient designs of Wireless Sensor Network (WSN) protocols 

and intelligent Machine Learning algorithms, together have led to 
the advancements of various systems and applications for Smart 
Environments. By definition, the Smart Environments are the 
typical physical worlds used in human daily life, those are seamlessly 
embedded with smart tiny devices equipped with sensors, actuators 
and computational elements. The Smart Environments typically 
include: Smart Home, Smart Building, Smart Office, Smart Farm, 
Smart Hospital etc. In this article we have discussed the significant 
works in the literature of Sensor Networks for Smart Environments. 

Sensor Networks
Wireless Sensor Networks (termed as WSN) or simply Sensor 

Networks consist of spatially distributed devices communicating 
through wireless radio and cooperatively sensing spatial-temporal 
states of physical or environmental situations. They provide a high 
degree of visibility into the environmental physical processes. Wireless 
Sensor Networks have been used in pervasive domains of applications 
such as in scientific exploration [1], infrastructure monitoring [2], 
Smart Environments, military, and many more. Sensor networks are 
also notably useful in catastrophic or emergency scenarios, such as 
in flood, fire, volcano, battlefield, where human participation is too 
dangerous and infrastructure networks are either impossible or too 
expensive to deploy. However, there are significant challenges to the 
design for sustainability and reliability for real-world applications. 
Those challenges come in all forms: software, hardware, protocol 
designs, and application specific designs.

Smart Environments
One of the most emerging application domains for Sensor 

Networks is the Smart Environments. The formal definition of Smart 
Environments can be as follows. Smart Environments are varied 
physical worlds typically used in human daily life; those are seamlessly 
embedded with tiny devices capable of pervasive sensing, actuating and 
computing. These physically embedded tiny devices are all connected 
through a continuous network for data collection, in order to enable 
various pervasive applications and services. The Smart Environments 
include Smart Home, Smart Building, Smart Office, Smart Farm, Smart 
Hospital, and Smart Meeting Room etc.

There is considerable amount of work done on development and 
deployment of sensor network systems for Smart Environments. 
BScope [3] presents a sensor network architecture design for activity 
recognition and analysis. Intelligent and networked sensors enabled 
in-house monitoring of elders is very much in demand due to 
considerable increase in aging population. Such service has the great 
potential of increasing autonomy and independence for the elderly 
people, while minimizing their risks of living alone. ALARM-NET [4] 
presents the implementation of a wireless sensor network for assisted 
living and residential monitoring in Smart Home. The goal is to 
improve the quality of healthcare and the prospects of aging in place 
using sensor network technology. This project has attempted solving 
challenging problems in scalability, energy management, data access, 
security, and privacy. There also are works done on security and safety 
in Smart Environments. The work in [5] uses data from a deployed 

system to show the vulnerability of daily in home activity information 
from a wireless snooping attack, called FATS attack. This work has 
demonstrated and evaluated the FATS attack on eight different homes 
containing wireless sensors. Based on the analysis it has proposed 
and evaluated a set of privacy preserving design guidelines for sensor 
network systems in Smart Homes.

Besides typical sensor nodes, RFID based sensor network [6] is also 
being used for daily activity recognition. This work uses Intel Wisp 
RFID sensors emplaced on objects of daily use, for capturing daily 
activity patterns. Gator Tech Smart House [7] deploys Atlas sensor-
actuator platform for behavioural monitoring and alteration for 
diabetic and obese Individuals. The Atlas platform consists a modular 
architecture for scalable use of sensors and actuators. The work in 
CASAS [8] and MavHome [9] uses motion and other kinds of sensors 
for tracking and monitoring the Activities of Daily Living (ADL) for 
assisted living. 

Activity-Aware Sensor Networks for Smart 
Environments

Now we discuss some unique research problem and system design 
challenge specific for Sensor Networks for Smart Environments. 
Sensor networks have enabled many important social and scientific 
applications and its protocol design has received considerable research 
interest. But many existing works mostly did not realize an important 
difference between sensor networks and traditional networks. Unlike 
a traditional communication network, a sensor network is deeply 
embedded in physical environments and its operation is majorly driven 
by the sensing event activities in the environment.

The Smart Environments in majority are the physical environments 
used in human daily life. Therefore human motion activity (spatial 
and temporal) patterns and behaviours are important factors for both 
sensor network system design and application or service. In Smart 
Environments, the regular event activities (daily motion activities of 
the users) show certain repeating patterns in long run. For example in 
a Smart Home environment, one type of activity is the motion activity 
of the residents across the rooms. Most of the sensor network designs 
till date have under-utilized these activity patterns for performance 
improvement of the network. So there remains a missing link in sensor 
network design: the feedback from sensed and analysed activity pattern, 
back to the network operation for resource usage. 

The activity pattern information, if utilized in an intelligent 
manner, can improve the sensor network’s application performance 
(data delivery latency, throughput etc.) while at the same time reducing 
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sensor network’s resource (bandwidth, network lifetime, energy 
balance etc.) usages. Therefore sensing event activity context-aware 
(or simply activity-aware) networking for sensor networks in Smart 
Environments is essential. In this regard, some of the related works 
in the literature are as follows. ActSee [10] is an activity-aware radio 
duty cycling protocol, given the sensor network can use any routing 
protocol of its choice. Then EAR [11] is an activity-aware and energy-
balanced routing protocol, given the sensor network can use any 
radio duty cycling protocol. Finally the complete ActiSen [12] system 
is a complete sensor networking solution with activity-awareness 
integrated in all of: sensing, radio duty cycling and routing. 

The goal is to imbue wireless sensor networks with cognitive 
capabilities and activity context awareness, in order to make them act 
in a more intelligent manner. The proposed and designed protocols 
in these works use behavioural pattern information from an available 
probabilistic activity transition graph (inferred from activity patterns in 
the Smart Environment). This knowledge is used to efficiently optimize 
two seemingly conflicting performance goals (application performance 
and constrained resource usage performance) of the sensor network 
through: activity-aware sensing, activity-aware radio duty-cycling and 
activity-aware routing.

Conclusion
In conclusion, the first decade of research in Wireless Sensor 

Network has mostly solved and resulted in practically applicable 
general protocols and system. But the next challenges for sensor 
networks are in the domain of application specific environments. For 
Sensor Networks in Smart Environments, some of the important open 
and future research challenges (in both system and application) are: 
“pervasive integration of networked sensors and actuators into our 
connected world” [13], multi-sensor data fusion, automated energy 
perpetuation for sensor networks (both through energy harvesting 
and wireless energy transfer), application of Machine Learning on 
pervasive sensor data, self-autonomous networks for robustness and 
scalability etc. 

References

1. Wen-Zhan Song, Renjie Huang, Mingsen Xu, Andy Ma, Behrooz Shirazi
etal. (2009) “Air-dropped Sensor Network for Real-time High-fidelity Volcano 
Monitoring”. The 7th Annual International Conference on Mobile Systems,
Applications and Services (MobiSys) 305-318.

2. Sukun Kim, Pakzad S., Culler D., Demmel J, Fenves G  (2007) “Health
Monitoring of Civil Infrastructures Using Wireless Sensor Networks”. 6th
International Symposium on Information Processing in Sensor Networks
(IPSN) 254-263.

3. Lymberopoulos D, Teixeira T, Savvides A (2010) “The Behavior Scope
Framework for Enabling Ambient Assisted Living”. International Journal on
Personal and Ubiquitous Computing 14: 473-487.

4. Wood J, Stankovic G, Virone L, Selavo Z, He Q (2008) “Context-aware wireless 
sensor networks for assisted living and residential monitoring”. Special Issue
IEEE Networks 22:  26–33.

5. Srinivasan V, Stankovic J, KaminWhitehouse (2008) “Protecting your Daily In-
Home Activity Information from a Wireless Snooping Attack”. UbiComp.

6. Buettner M, Prasad R, Philipose M, DavidWetherall (2009) “Recognizing Daily
Activities with RFID-Based Sensors”. in UbiComp.

7. Sumi Helal “Smart Home-based Health Platform for Behavioral Monitoring and 
Alteration for Diabetic and Obese Individuals”. 

8. “CASAS Smart Home Project”.

9. “MavHome”.

10.	Tang S, De D, Wen-Zhan Song, Cook D, Das S (2011) “ActSee: Activity-Aware 
Radio Duty-Cycling for Sensor Networks in Smart Environments”.

11. Debraj De, Wen-Zhan Song, Shaojie Tang, Diane Cook (2012) “EAR: An
Energy and Activity Aware Routing Protocol for Wireless Sensor Networks in
Smart Environments”. The Computer Journal 55: 12.

12.	Debraj Dea, Wen-Zhan Songa, Diane Cookc, Sajal K Dasd (2012) “ActiSen:
Activity-aware Sensor Network in Smart Environments”. Journal of Pervasive
and Mobile Computing (PMC).

13.	The TerraSwarm Research Center.

http://dl.acm.org/citation.cfm?id=1555847
http://dl.acm.org/citation.cfm?id=1555847
http://dl.acm.org/citation.cfm?id=1555847
http://dl.acm.org/citation.cfm?id=1555847
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4379685&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4379685
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4379685&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4379685
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4379685&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4379685
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4379685&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4379685
http://dl.acm.org/citation.cfm?id=1851899
http://dl.acm.org/citation.cfm?id=1851899
http://dl.acm.org/citation.cfm?id=1851899
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4579768&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4579768
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4579768&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4579768
http://ieeexplore.ieee.org/xpl/login.jsp?tp=&arnumber=4579768&url=http%3A%2F%2Fieeexplore.ieee.org%2Fxpls%2Fabs_all.jsp%3Farnumber%3D4579768
http://www.cs.virginia.edu/~whitehouse/research/fats/srinivasan08protecting.pdf
http://www.cs.virginia.edu/~whitehouse/research/fats/srinivasan08protecting.pdf
http://people.cs.umass.edu/~ssclark/crfid/papers/buettner-ubicomp09.pdf
http://people.cs.umass.edu/~ssclark/crfid/papers/buettner-ubicomp09.pdf
http://www.icta.ufl.edu/projects_nih.htm
http://www.icta.ufl.edu/projects_nih.htm
http://ailab.wsu.edu/casas/
http://ailab.uta.edu/mavhome/
http://sensorweb.cs.gsu.edu/sites/default/files/publication/PDF/conference/TDSC-INSS2011.pdf
http://sensorweb.cs.gsu.edu/sites/default/files/publication/PDF/conference/TDSC-INSS2011.pdf
http://comjnl.oxfordjournals.org/content/early/2012/04/26/comjnl.bxs039
http://comjnl.oxfordjournals.org/content/early/2012/04/26/comjnl.bxs039
http://comjnl.oxfordjournals.org/content/early/2012/04/26/comjnl.bxs039
http://www.sciencedirect.com/science/article/pii/S1574119211001568
http://www.sciencedirect.com/science/article/pii/S1574119211001568
http://www.sciencedirect.com/science/article/pii/S1574119211001568
http://www.terraswarm.org/

	Title
	Corresponding author
	Background 
	Sensor Networks 
	Smart Environments 
	Activity-Aware Sensor Networks for Smart Environments 
	Conclusion 
	References 

