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Abstract
This study aimed to identify the impact of applying the concept of knowledge management on security crisis management in the joint operations rooms of the Palestinian security forces in the West Bank governorates. In order to achieve the objectives of the study, the researcher used the analytical descriptive method, and the questionnaire was used as a tool for collecting the necessary data from the study society, which represents all the officers in the joint operations room, which number (352) officers. The results of the study showed significant effect with statistically significant at the level of significance (α ≤ 0.05) for knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on stages of security crises management in the joint operations rooms of the Palestinian security services.
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Introduction
Today, the world is witness to a number of changes, changes and developments that affect various aspects of life, which are not expected to stand at a certain level. In light of these consecutive changes and developments in security events, the Palestinian security establishment faces many challenges in current stages, being it does not live in isolation from the world, it affects and is influenced by the variables around it, it is exposed to many security crises in the exercise of its activities, making them live almost constantly to security crises, which necessitates a change in their systems and administrative methods to suit the developments of the age and its challenges.

In order to face these challenges, knowledge management is one of the most important methods and systems used to address these challenges as one of the most modern administrative concepts in our Arab societies, which is based on a set of ideas and guiding principles and philosophies that any institution management can take as an input to dealing with various security challenges and crises unexpected and unpredictable, which enables the institution to exploit its resources of data and information in order to increase efficiency and effectiveness. Therefore, the practice of knowledge management in its various operations and functions is a core and essential requirement to increase the security institution's ability to improve security operations and procedures, so it is no longer theoretical knowledge based on attracting operations rooms of the Palestinian security services

management have received much attention from many researchers and specialists in this field. However, there is a gap in the literature and applied studies regarding the impact of the implementation of knowledge management on crisis management, especially in the field of security. Limits of theoretical analysis, where the study of this effect remained within the limits of theoretical analysis, and it has not been tested through research and field studies in our Arab societies, the main problem of the study lies in the lack of awareness of the impact of knowledge management on the management of security crises in the joint operations rooms of the Palestinian security forces specifically, which is considered the core problem of our study, and the problem of the study represent the low level of awareness and perception of the senior leadership in the security establishment the concept and importance of knowledge management, and the processes that go through, and how to apply, due to many of the constraints faced by that institution, which prevent access to a level of intellectual and advanced knowledge in managing security crises efficiently and effectively, that making it more necessary to employ knowledge management in managing security crisis. Hence, the problem of the study can be framed in the following question:

• What is the reality of Knowledge Management (KM) implementation? And what its impact on the management of security crises from the point of view of officers working in the joint operating rooms of the Palestinian security forces in the West Bank governorates?

Objectives of the Study
In order to grasp the dimensions of the study problem, this study seeking and aims to achieve the following objectives:

• To identify the reality of the implementation knowledge
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management in the joint operating rooms of the security forces under study, from the point of view of the respondents.

- Identify the reality of security crisis management in the joint operating rooms of the security services under study, from the point of view of the respondents.

- Identify impact range of implementation the concept of knowledge management on security crisis management in joint operation rooms of the Palestinian security forces.

- To present a set of recommendations based on the findings of this study to the decision makers in the Palestinian security establishment, which contribute in enhancing the impact of the implementation knowledge management on managing security crises in a manner. Commensurate and compatible with the reality of the joint operation rooms of the Palestinian security forces under study.

The importance of the study

This study derives its importance from the following:

- This study is one of the first studies on the level of the Arab environment in general, and the Palestinian environment in particular, within the limits of the researcher's knowledge, which deals with the impact of the implementation of knowledge management on security crisis management in the joint operation rooms of the Palestinian security forces. It is therefore hoped that this study will provide a new scientific addition that may contribute to enriching the Arab library.

- The importance of this study is also highlighted by the importance of the Palestinian security establishment, specifically the joint operation rooms of the Palestinian security forces which is considered the first to deal with the various security crises, because of the different roles it has in their management by providing information to decision makers from the field and how to coordinate with other concerned government agencies, avoid security crises before they occur, and achieve stability, preservation, and protection the vital interests of the state.

Theoretical Framework and Previous Studies

Theoretical Framework

Knowledge management concept

The definitions of knowledge management have multiplied by the number of researchers on this subject, this is not strange, since we are dealing with a philosophy and a culture of management with divergent opinions and different attitudes and intellectual attitudes. Hence, there is no agreement on the possibility of introducing a unified and specific definition of the concept of knowledge management so far, for the purpose of this study, and in line with its objectives, we will review the most important definitions to stand on the impact of implementation the concept of knowledge management on managing security crises as a modern entry into the development of knowledge management.

One of the researchers defined knowledge management as "an administrative activity that develops, stores, distributes, transfers, implements and uses knowledge to achieve organizational objectives, decision-making and problem solving in order to achieve excellence and efficiency in the Organization"[1]. Another is defined as "the group of processes developed in the organization to generate, store, transfer and apply knowledge, which increases the organization's ability to learn from its external and internal environment for decision-making" [2] as defined by another as "an attempt to improve or maximize the use of knowledge in the organization or system, Knowledge and valuable value Derived from the sharing and use of this knowledge throughout the Organization"[3].

In the same context, one of the researchers defined the management of security knowledge as "this organized effort consciously directed by any security administrative or department or any of the security authorities in order to work on compilation different types of information, classification, and storage for use and benefits from it in the security field, This should be done in such a way as to facilitate the circulation and sharing of such information among the various security cadres in the departments, administrations, and relevant branches. Leading to rational decision making and improved security performance in order to achieve high-quality security performance" [4]. Security knowledge management is also defined as: “A means to simplify and improve the process of exchange data, information, and experiences; and distribution, publishing, analysis, understanding and circulation in the security establishment, so knowledge management as an administrative method interacts with the components of knowledge which are available in the security forces, are the means of managing activities that are characterized by intense collective knowledge”[5].

Based on the above, and until this study, and in accordance with the nature and objectives of the study and its society represented in the security sector, knowledge management can be defined as: a set of integrated systemic processes that help the joint operations rooms of the security forces to diagnose, generate, store, and distribute knowledge, to increase the efficiency of officers working in knowledge to manage security crises efficiently and effectively in light of age changes.

As definitions concept of knowledge management have also been varied, knowledge management processes also vary with the various visions and models of their management, one researcher identified knowledge management processes in three processes: knowledge gathering, knowledge storage, knowledge publishing [6] Others define it by four processes: acquisition of knowledge, application of knowledge, protection of knowledge, transformation of knowledge [7]. In the same Vol, others determined knowledge by gathering, organizing, use, and protection of knowledge [8,9], and there are 15 knowledge management processes into five processes: Capture knowledge, store knowledge, share knowledge, apply knowledge, generate knowledge [10]. And others restrict it to knowledge formation, knowledge storage, knowledge processing, knowledge sharing, and use of knowledge [11]. On the other side, a number of researchers identified knowledge management processes in six processes: knowledge diagnosis, knowledge acquisition, knowledge generation, knowledge storage, knowledge development and distribution, knowledge application [12-15].

In this part, the researcher considers that it is not feasible to delve into the reasons for the different names and the number of operations and their arrangement. Rather, the focus of this study will be on the processes that we consider to be the most comprehensive and used in the practical reality of the security sector. Based on the literature and studies related to this subject some processes have been chosen for their relevance to the nature of the study, its objectives and its community, represented by the joint operations rooms. These processes are in the order of: “knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and implementation of knowledge.” These processes will be reviewed as independent variables. In order to stand on the level of knowledge management implementation in the joint operating rooms of the security forces.

Knowledge diagnosis

Knowledge diagnosis is one of the most important processes in any knowledge management program, in light of this diagnosis, other operational policies and programs are assigned and developed because
the results of the diagnostic process know the type of knowledge available, and compare it with what is required to identify the gap [16], which define for us critical knowledge inside and outside the organization and then determine their place and the cognitive gap [17], that process involves the collection and analysis of knowledge, drawing conclusions for future planning, and may aim to identify the causes of specific problems, provide solutions and improve the effectiveness of the organization [18].

Knowledge generating

In the second stage after the process of knowledge diagnosis comes the process of knowledgegenerating, which involves many processes of capturing, buying, inventing, discovering, absorbing, getting or acquiring [19], and its a process of creating, deriving and forming knowledge within the establishment and reaching new knowledge [20], i.e., developing a new knowledge of data and information or previous knowledge [21], as that the process of generating knowledge represents the ability of the establishment to form a new knowledge base as a result of the interaction between the implicit knowledge of the employees and the explicit knowledge (formal) that represents the organization's balance of expertise, transactions, decisions and policies [22].

Knowledge storage

The security establishment may be make a great effort to generate knowledge, but it may be vulnerable to losing it either by forgetting or by obstructing access to it. Hence, storing and retrieving knowledge when needed is one of the important and fundamental operation for the security establishment. These are those operations that include keep, sustainability, search, access, retrieval, and warehousing [23], so knowledge storage is the bridge between knowledge capture and retrieval [24], which is considered the organizational memory for the establishment, which Represented by the ways in which knowledge of the past influence and its events current organizational events [25]; this memory serves as the repository in which knowledge is developed for future use [26].

Knowledge distribution

In the fourth stage after the process of knowledge storage comes the process of knowledge distribution, which represents and involves many of the processes represented by transfer, sharing, diffusion, moving, exchange, transformation, and flow [27], and means by knowledge distribution process involves transferring and providing expertise and knowledge to handels and acquire amongemployee [28], which is the transmission of the right knowledge to the people who need it in a timely manner in order to carry out essential tasks [29], through the creation of good means of communication and a culture that encourages their dissemination within the boundaries of the establishment, which suggest ensuring that the appropriate knowledge is available to the person in question at the appropriate time, and that it reaches as many persons as possible working at the establishment [30].

Knowledge implementation

The aim and purpose from knowledge management is to apply the knowledge available to the organization. This implementation is the most notable of its operations. This process refers to the terms of use, reuse, utilization, and applying [31], and men by applying knowledge making the activities of the organization are more appropriate to use and more relevant to the tasks it performs [32]; which it is a mechanism that involves assimilating knowledge and translating it into actionable processes on the reality [33]. Therefore, the implementation of knowledge is the goal of knowledge management. It means knowledge investment. So, capturing, access, storage participation and distribution of knowledge is not enough, the important thing is to transform knowledge into implementation, knowledge that is not reflected in implementation or executing remains a lost cost, and the success of any institution in knowledge management programs depends on the amount of knowledge implemented relatively to what is available [34].

The Concept of Security Crisis Management

Researchers and writers have also differed in the definition of crisis management according to the nature of the crisis and its impact, and the necessary treatment methods that vary depending on the nature of the crisis and the forces latent behind it. Therefore, crisis management has been defined by multiple definitions, such as “it is a distinct management process because it is subject to a sudden event and needs decisive and rapid actions that are consistent with the developments of the crisis. Thus, crisis management has the lead in leading, influencing and directing events according requirements” [35], and another defines it as “a set of factors designed to combat crises and mitigate actual harm, namely to seek to prevent or mitigate the negative consequences of the crisis, thereby protecting the organization and stakeholders from harm” [36].

With regard to the concept of the security crisis management is not very different from the general concept of crisis management only in providing the security status on the crisis management and results, and use force or show the intention of using it, which is an essential part of the preparedness process to cope with the security crisis or actuallyfacing it [37], which one of the researchers has been defined security crisis management as "a set of procedures and mechanisms that rely on knowledge and science are followed by who on in charge of management crisis (crisis management team) in the stage of pre-crisis occurrence (prevention), or as they occur in order to minimize their effects, or after they occur to removalimplications “ [38], and defined by another as "all theoretical tactical and practical operational efforts led by the security agencies concerned about dealing with crises that would breach national security in his complete concept "[39].

Based on the above, for the purposes of this study, and in consistency with the nature and objectives of the study and study society represented by the national security, we can define security crisis management as: “an integrated complete dynamic process of security procedures and operations carried out by joint operations rooms of the security forces represented by (discovery of early warning signals, prepare and prevention for the crisis, confrontation and containment of damage, restoration of activity, strategic learning), to deal with security crises efficiently and effectively in the pre-crisis stage, during and after they occur; In order to prevent and contain the security crisis and reduce their effects, and restore the situation to normal, and then draw lessons and results to avoid its occurrence in the future”.

In addition to the various definitions of the concept of security crisis management, the stages of crisis management also vary. Many researchers differed on defining the stages of crisis management and census in accordance with their different orientations and the variety of their specialties and their research and scientific purposes, one of researchers identified three stages of crisis management: crisis prevention, crisis response, rebalancing [40], there are those who divide the stages of crisis management into four stages: the readiness, response, recovery, learning [41], while others constrain it in stages of prevention, outbreak crisis, treatment and evaluation, reconstruction [42]. There are also those who divide the stages of crisis management into five stages: symptom phase, prevention and preparedness, containment, rebalancing of activity, learning [43]. Others identified by the stage...
of detection of early warning signals, preparedness and prevention, containment and reduction of damage, recovery, learning [44-46], there are who identified it in six stages: discovery stage, preparedness and prevention, containment, confrontation, regain control, learning [47].

Based on the literatures and studies related to this subject, some stages of crisis management, which work in a sequential and integrated manner, have been selected for their relevance to the nature of the study and its objectives and society represented by the security sector. These stages are: “detection of early warning signals, preparedness and prevention. Confrontation and containment of damages, restoring activity, Strategic Learning, ”which will be reviewed as dependent variables, to determine levels of implementation in the joint operating rooms of the security forces.

Detection of early warning signals stage

This stage refers to the pre-actual phase of the security crisis. Usually, the security crisis sends a long chain of early warning signals, or symptoms that predict its occurrence [48]. If these signals are not given enough attention, the crisis is very likely to occur, the means detection of signals of early warning process of monitoring, recording, and analysis of signals that predict the near crisis [49], they are tools that give signs of the potential for a crisis occurrence, which can identify the dimensions of a situation before the deterioration and turn it into a real crisis [50].

Preparedness and prevention stage

Preparedness and prevention stage considered as an ongoing function from main security crisis management functions to ensure that the concerned security agencies are on a standstill and are ready to deal with crises at some point in their development [51]. Represented by a set of elements that reflect the extent to which the administrative has made preparations for crisis prevention, making preparations for predictable crises and planning for unavoidable situations, in order to control the crisis and reduce its severity and effects if it occurs despite the efforts spent to prevent it from happening [52].

Confrontation and containment of damages stage

If the security crisis declares itself either as a sudden explosion or a gradual escalation leading to a worsening of the security situation, it is an explicit declaration that the failure of preventive efforts to end the crisis, and here requires the implementation of direct confrontation operations represented by all efforts directed to control the situation and ending the crises with minimum losses [53]. This stage comes as a result of the failure to take the appropriate measures in a timely manner, and through this stage to limitation the damage caused by the crisis [54], it is a stage of practical implementation of pre-set measures to deal with the crisis [55], so prepared preventive plans are reviewed and modified in light of the actual situation of the crisis and the magnitude of the resulting impacts [56]. As much effort and good planning as in previous stages, mostly the success of managing the security crisis is often determined in the theater of confrontation [57].

Recovery stage

The stage that comes after the stage of confrontation and the containment of the damages directly, and the administration has defined the dimensions of the crisis and its causes, enabling them to provide some realistic solutions, starting to restore balance and return to the situation that existed before the crisis [58] and this stage includes: gather enough information about the crisis and its consequences, mitigate its damages, identify the necessary needs for normalcy [59].

Strategic learning stage

Which is the stage after the disappearance of the security crisis, but it is a continuous stage of continuous learning and reassessment to improve what has been achieved in the past [60], where after the security crisis must work to review the crisis and the reasons of occurrence and the method followed to face and how to overcome the crisis. To find out the mistakes that have been made to try to repair them and to ensure that they do not recur in the future to raise the level of performance within the various security forces [61].

Previous Studies

The previous studies form a basic tribute from tributary of theoretical and practical knowledge. Based on this reality, the researcher undertook a comprehensive survey of scientific journals in search of scientific, theoretical, or field studies related to the subject of this study. The following is a presentation a number of Arabic and foreign studies related to the subject of the study taking into account the current study requirements, the study can be divided into the following axes:

First: Studies concerned with the study of knowledge management axis

Al-Kasabhi [62] conducted a study aimed at measuring the impact of knowledge management in developing a culture of excellence in commercial banks operating in Tabuk City, the study found that the level of assessment of the employees in the banks to the dimensions of knowledge management was high, the study also showed a statistically significant impact on all dimensions of knowledge management in the culture of excellence in the commercial banks operating in the city of Tabuk [62].

Al- Enezi [63] conducted a study aimed at identifying the reality of knowledge management in the leadership of the border guards in Tabuk region and its impact on the positive organizational culture prevailing in it, the study found many conclusions and the most important was: the belief of the workers in the leadership of Border Guard in the Tabuk region and strongly that knowledge management adds value to the results of border guards, and that there is an effective impact of knowledge management in creating and development of organizational culture in the Border Guard leadership in the Tabuk region [63]

Al- Zogby, Al- Zaidi [64] conducted a study to determine the impact of management information systems on knowledge management processes from the point of view of employees in Jordanian ministries. The study found that respondents' attitudes towards the dimensions of management information systems and knowledge management processes comes with a high level, the study also showed a statistically significant effect at the level of significance (α ≤ 0.05) for the dimensions of Management Information Systems (MIS) in knowledge management processes [64].

Kasim [65] also conducted a study to demonstrate the important role of knowledge management practices in improving the performance and efficiency of Malaysian public sector institutions. The study concluded that the practice of knowledge management involves three main dimensions: knowledge acquisition, knowledge dissemination and knowledge response. The study confirmed a positive relationship between knowledge management practices and efficiency of performance in Malaysian public sector institutions [65].

Darwish [66] conducted a study aimed at identifying and implementing knowledge management in the field of security. One of the most important findings of the study was that the subject of
knowledge management is modern and developed rapidly. The study also pointed to the extent appropriateness of the issue of knowledge management for security institutions, since many aspects of security work depend on implicit or experiential knowledge [66].

Second: Studies that dealt with the study of crisis management axis

Al-Otaibi [67] conducted a study aimed at identifying the role of the Kuwaiti National Guard in the prevention of security crises and its strategies in confronting them. The study concluded that the most important strategies that can be followed in the face of security crises are simplifying, facilitating security procedures, and subjecting the crisis to the scientific methodology [67].

And Pol conducted [68] a study to determine the preparedness of public hospitals in Cuba for crises, the most important findings of the study were that readiness levels were low and there was insufficient preparedness by organizations to prevent crises due to fragmentation of preventive planning, and limited understanding of humanitarian and social aspects [68].

And Unlu conducted a study [69] with a view to clarifying the extent evolution of the crisis and disaster management systems of the Government and Turkish regime, the study found that the Turkish regime has a large coordination problem, as there is no clear mechanism for cooperation and coordination between institutions operating in crisis and disaster management, and not to benefit from past experiences of crises and disasters that occurred in earlier times [69].

Abu al-Nasr [70] also conducted a study aimed at identifying the concept of security crisis management. One of the most important findings of the study was that the crisis expresses an undesirable situation and is a clear threat to one of the values and interests. Resulting in a deterioration of events that are out of control, the study also pointed to the importance of adopting the principles and foundations of crisis management, and negotiating as a method of managing and ending security crises [70].

The AL-Araji and Zaher [71] conducted a study with the aim of identifying the readiness of the Civil Defense Directorate in Jordan to face and deal with crises. The study reached several results, the most important of which are: the clarity of the stages of crisis management among the supervisors. The study also showed the effect of both human factors and geographical and technical divergence on in the level of readiness of the Jordanian Civil Defense Directorate [71].

Third: Studies that studied the impact and relationship between the implementation of knowledge management and crisis management axis

Mahmoud [72] conducted a study to identify the nature of the relationship and the impact of knowledge transfer in the future of crisis management in Iraqi banks, the study found a varying correlation relationship degrees between knowledge transfers and the future of crisis management, the study also pointed out that one of the most important variables is the transfer of knowledge crisis management is the use of efficient communication [72].

Zhiyang [73] conducted a study aimed at identifying the framework of knowledge management systems in crisis management in tourism field. The study concluded that the acquisition, creation and storage of knowledge are most relevant to the stages of crisis management [73].

Tsong and Cheng [74] conducted a study to identify knowledge transfer channels during organizational crises. The study found that multiple knowledge transfer channels were used and that these channels had an important positive impact on organizational performance when dealing with the crisis [74].

Wang [52] also conducted a study to understand the role of knowledge management in raising organizational performance during crises in the Natural Gas Company in China. The study reached several conclusions, the most important of which is: that knowledge management plays an important role in crisis management, and that organizations have knowledge needs that require different knowledge management strategies at each stage of crisis management stages, and the results of the study indicate that crises that threaten organizations can be avoided and reduced if identified necessary knowledge in advance [75].

Wang and Belardo [76] Conducted a study aimed at identifying the extent to which knowledge management in crisis management can affect two energy companies in Taiwan, the study found that any organization needs to employ different strategies of knowledge at different stages of crisis management in the sample study companies, in order to avoid crises and meet their different needs. the study also noted that there are important relationships between the strategies of knowledge and stages of crisis management and its characteristics, knowledge management has a positive impact on crisis management [76].

Zhihong and Wang [77] conducted a study to identify how to deal with the crisis management system of knowledge-driven projects according to the life cycle analysis of the crisis, the study concluded that knowledge management is important in crisis management and a good crisis management approach should be found that helps to promote and improve the efficiency and effectiveness of crisis management through the knowledge required [77].

Based on the foregoing: we note from the presentation of the various previous studies on the subject at the Arab and foreign levels, that this study is complementary to the results of these studies. The previous studies that dealt with the impact of the implementation of knowledge management on crisis management are still very limited in the foreign environment, especially in security, and did not address some of the dimensions in this study, but on the level of the Arab environment in general, and the Palestinian environment in particular, studies are almost non-existent in this area, so it is hoped that the current study adds a modest brick at the theoretical and practical levels.

Study Model

Based on previous studies, and consistent with the objectives of the study and its community of joint operating rooms of the Palestinian security forces, a model has been formulated that includes knowledge management as an independent variable and security crisis management as a dependent variable.

The following Figure 1 is a Clarification of this model:

Study Hypotheses

Based on the variables and dimensions presented in the study model, and based on the problem of the study and its objectives, a number of hypotheses were formulated for the purpose of measuring the effect of the independent variables in the dependent variables, here are the hypotheses drafted as null hypothesis (Ho):-

The main hypothesis

There is no significant effect with statistical significance at the level of indication (α ≤ 0.05) for knowledge management process
It emanates from the main hypothesis the following sub-hypothesis:

- **First Sub-hypothesis**: There is no significant effect with statistical significance at the level of indication ($\alpha \leq 0.05$) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of early detection of early warning signals as a stage of security crisis management.

- **Second Sub-hypothesis**: There is no significant effect with statistical significance at the level of indication ($\alpha \leq 0.05$) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of preparedness and prevention as a stage of security crisis management.

- **Third Sub-hypothesis**: There is no significant effect with statistical significance at the level of indication ($\alpha \leq 0.05$) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of confrontation and containment of damages as a stage of security crisis management.

- **Fourth Sub-hypothesis**: There is no significant effect with statistical significance at the level of indication ($\alpha \leq 0.05$) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of restoring activity as a stage of security crisis management.

- **Fifth Sub-hypothesis**: There is no significant effect with statistical significance at the level of indication ($\alpha \leq 0.05$) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stages of strategic learning phase as a stage of security crisis management.

**Methodology of the Study**

**Society and study sample**

The study population consists of all the officers working in the joint operations rooms of the Palestinian security forces in the West Bank governorates, who are on their job during the year 2016, and their number is (352) respondents [78]. The reason for determining this category (officers of the operating rooms) as researcher thought that this category of workers is better able to understand the nature and dimensions of the variables and deal with them scientifically, as they constitute a team capable of dealing with security crises by virtue of their service, responsibilities, and knowledge to address such crises. Because of the small size of the study population, a comprehensive (survey) method was used for the entire study population. The researcher distributed (352) questionnaires, which included all the study population, and retrieved (309) responses with a retrieval rate of (87.8%). Five questionnaires were excluded because they were not valid for statistical analysis, the number of questionnaires valid for the analysis (304) was determined to form (98.4%) from the retrieved questionnaires and (86.4%) from the population and sample of the study which is acceptable percentage for the purposes of scientific research.

**Data Collection Methods**

Based on the nature of the study and its objectives, the researcher adopted the analytical descriptive design for its relevance to the study, and relied on two main sources to obtain the necessary data and information:

- **Secondary sources**: Represented by the use of references and resources available in libraries, in order to build the theoretical framework of this study, including: scientific books, specialized periodicals, university thesis, and websites.

- **Primary Sources**: To address the analytical aspects of the subject of the study, the researcher sought to collect the data from the study community by means of the questionnaire prepared for this purpose. The questionnaire consisted of three main parts as follows:
  - **Part one**: Includes demographic variables related to the personal and functional data of the study population (gender, military rank, age, years of experience, qualification).
  - **Part two**: This section includes a (37) section aimed to measuring the level implementation of knowledge management in the joint operating rooms of the Palestinian security forces (as independent variables) and these are: knowledge diagnosis (paragraphs 1-7), knowledge generation (paragraphs 8-14), knowledge storage (paragraphs 15-21), knowledge distribution (paragraphs 22-29), knowledge implementation (paragraphs 30-37).
  - **Part three**: Consists of (33) paragraphs from which through them was evaluate the reality of managing the security crises in the joint operation rooms of the Palestinian security forces (as dependent...
variables) which: detection of early warning signals Stage (paragraphs 1-7), preparedness and prevention stage (paragraphs 8-15), confrontation and containment of damages stage (paragraphs 16-22), recovery stage (paragraphs 23-28). Strategic learning stage (paragraphs 29-33). The study adopted a five-point Likert scale for all dimensions of the study, which ranging from strongly agreed with values (5) degrees and not strongly agreed values one degree.

Validation and Stability of the Tool

To verify the true (validity) of the questionnaire used in the study, it was presented to (15) arbitrators with the accumulated scientific and practical experience from security leaders, academics specialized in this field and those working in the Palestinian universities. In order to assure from the ascertain veracity of the paragraphs of the questionnaire, their clarity, the integrity of their language and content, and their ability to measure the variables of the study, in addition, the questionnaire was presented to a sample of (15) respondents from the sample, in order to ensure and understand the degree of understanding of the questionnaire paragraphs, their degree of clarity and ease and in light of their opinions and suggestions. The researcher deleted and modified some of the paragraphs, and rephrased some of them to become the closest understanding and to achieve the objectives of the study, also conducted a test of the degree of stability of performance “Reliability Analysis”, by calculating the value of Cronbach-Alpha "Cronbach’s-Alpha" for the study variables, as shown in Table 1 below:

It notes from the results of Table 1 that the value of the Cronbach alpha coefficient for all performance paragraphs reached (α=95.5%), which is higher than the minimum acceptable limit (70%) for such studies and research [79,80] The study is highly stable and acceptable for the purpose of conducting the study. To ensure that the measuring instrument used in the study obtained a high degree of stability and acceptable for the purposes of conducting the study.

Statistical Methods Used in the Study

To achieve the objectives of the study and to test the validity of its hypotheses, descriptive and analytical statistical methods were used, using the Statistical Package for Social Sciences (SPSS: 21) as follows:

• Descriptive statistics methods to describe the characteristics of the study society, based on the frequency, the arithmetic mean, the standard deviation, the importance ratios for describing the variables of the study, and their order according to their relative importance. From this point, the responses of the sample survey respondents to the questionnaire questions were categorized to categories according to the arithmetic mean and the relative importance of the answer, according to the five-dimensional Likert f scale used in the study axes as follows:

The length of the class= (the upper limit of the alternative - the minimum limit of the alternative)/the number of levels

=(5-1)/5=4/5=0.8

After that this value is added to the lowest value in the five-dimensional Likert scale which is the right one. Table 2 shows the degrees or levels of measurement of the descriptive results according to the following specification.

• Making Stability analysis of the (Cronbach’s Alpha Reliability Analysis), for internal consistency, to determine the stability coefficient of the instrument used to measure the variables.

• Examine T-Test One Simple test to determine the reality of knowledge management implementation and the level of crisis management in the joint operating rooms of the Palestinian security forces, it was used by the researcher to ascertain the significance of the mean.

• Multiple regression analysis to test the validity of study models, and to measure the impact of the role of knowledge management implementation on security crisis management at all stages.

• Variance Inflation Factor (VIF) and tolerance test to ensure that there is no high correlation between the independent variables.

• Test the (skewness) coefficient to ensure that the data follows the normal distribution (normal distributions).

Analysing Results

First: The results of the study sample's characteristics

The following shows personal and functional variables of study sample (Table 3)

The study sample characteristics are as the following:

• Zender: (98%) of the study sample were male and the rest were female (2%). This indicates that female participant in security work less than men in the joint operating rooms.

• Military rank: The majority of respondent's military rank is within the category (major-colonel) which constitute (56.3%) of the
study sample, while (27.3%) of the study sample whose military rank within the category (first lieutenant-captain), and those whose under lieutenant constitute (16.1%) of the study sample. Only (0.3%) are within the category (above brigadier-general). This indicates that the respondents have an experience and security knowledge, because the joint operating rooms need planning and supervision in the first place.

- **Age**: The majority of respondent's ages are within the category (36 years to 45 years) which constitute (35.5%) of the study sample, followed by the age category (26 years to 35 years) which constitute (30.3%), and the age category for whom are (older than 46 years) which constitute (28.3%). This indicates that the majority of respondents have sufficient practical experience, which may have an important role in implementing knowledge management, and managing security crises efficiently.

- **Years of Experience**: The results show that (55.6%) of respondents have experience (more than 16 years), (26.3%) of respondent's experiences are within the category (11 years to 15 years), and (11.2%) of respondent's experiences are within the category (6 years to 10 years), while only (6.9%) have experience (equal to or less than 5 years). These results indicate that the average of years experience is relatively high, and the majority of officers who works in the joint operating rooms have good security and management experience in their field. This experience of security work enables them to create new knowledge, if they want.

- **Qualification**: (71.4%) of respondents hold (B.A) degree, and (15.1%) of the respondents hold (master or Ph. D), while (13.5%) are less than diploma. These results show that (86.3%) of respondents are highly qualified, which indicates that the efficiency in the joining operating rooms is available.

**Second: Results of analysing study variables**

One sample T-test has been used to analyze the study variables. These results are summarized as the following:

- Results of knowledge management processes' implementation of in the joint operating rooms of the The Palestinian National Security Forces (PNSF), from the point of view of respondents in (Table 4):

  * When (α ≤ 0.05), there is significance level, ** When (α ≤ 0.05) there isn’t significance level

Data in Table 4 shows that the joining operating rooms are generally concerned with the implementation of all knowledge management processes to a high degree. The mean of all knowledge management operations reached (3.92), the interest rate reached (78.4%) which is larger than the neutral interest rate (60%). The calculated (T) value is (31.24), which is larger than the tabular value (1.97). (P) value (0.000), which is less than (0.05), however they were applied to varying degrees and levels. The highest level of implementing for those processes were associated with (knowledge storage, followed by knowledge distribution, then knowledge generation, and knowledge diagnosis), while the lowest level of implementing is associated with knowledge implementation. This result indicates that the joining operating rooms focus on knowledge management implementation of some processes and neglect others. However, the availability of such levels of implementation greatly helps to track of all other dimensions, and to remove obstacles that prevent the full implementation of these processes.

- Results of security crisis management's stages in the joint operations rooms of the Palestinian national security forces (Table 5):

  * When (α ≤ 0.05), there is significance level, ** When (α ≤ 0.05) there isn’t significance level

Depends on Data in Table 5 shows that the joining operating rooms are generally concerned with the implementation of all knowledge management processes to a high degree. The mean of all knowledge management processes reached (3.83), the interest rate reached (76.6%) which is larger than the neutral interest rate (60%). The calculated (T) value is (27.84), which is larger than the tabular value (1.97). (P) (0.000), which is less than (0.05). The highest level of implementing of those stages was respectively (the phase of confrontation and damages containment, followed by the phase of preparation and precaution, then recovery phase, and strategic learning phase), while the lowest level of implementing is associated with the phase of early warning signals detection. This result indicates that the joining operating rooms focus on implimenting some security crisis management stages and neglect others. However, the availability of such levels of implementation greatly helps to track of all other security crisis management stages, and to remove obstacles that prevent the full implementation of these stages.

**Third: Results of hypothesis testing**

Regression analysis has been used to test study hypotheses, it
has been relying on (Beta) factors, and (T) values to determine the significance of regression equation impact. Decision rule for accepting the null hypothesis is: if the value of the calculated (T) less (when its value is positive) or greater than (when it's value is negative) its tabular value (± 1.97), when the confidence level (95%) and freedom degrees (298). Also, null hypothesis can be accepted if the calculated (p) value is greater than (0.05).

Before start applying regression analysis to test the study hypotheses, the scholar conducted some tests, in order to ensure the suitability of data for regression analysis assumptions, as the following: Assuming that there is no high correlation between the independent variables (multi-colinearity), the scholar used the Variance Inflation Factor (VIF) and (tolerance) test for each independent variable, taking into consideration that the (vif) dosent exceed the value (10), and (tolerance) value should be larger than (0.05). It was also ensured that the data follow the normal distribution by skewness. The data follow the normal distribution, when the skewness value is less than (1). Table 6 shows the results of these tests:

Table 6: The test of variance inflation factor, tolerance and skewness.

<table>
<thead>
<tr>
<th>Independent variables</th>
<th>Variance Inflation Factor (VIF)</th>
<th>Tolerance</th>
<th>Skewness</th>
</tr>
</thead>
<tbody>
<tr>
<td>Knowledge diagnosis</td>
<td>1.799</td>
<td>0.556</td>
<td>0.634</td>
</tr>
<tr>
<td>Knowledge generating</td>
<td>3.785</td>
<td>0.264</td>
<td>0.652</td>
</tr>
<tr>
<td>Knowledge storage</td>
<td>3.503</td>
<td>0.285</td>
<td>0.132</td>
</tr>
<tr>
<td>Knowledge distribution</td>
<td>3.624</td>
<td>0.276</td>
<td>0.496</td>
</tr>
<tr>
<td>Knowledge implementation</td>
<td>4.427</td>
<td>0.226</td>
<td>0.290</td>
</tr>
</tbody>
</table>

* When (α ≤ 0.05), there is significance level.

The results in Table 7 indicate the validity of the model to test the hypotheses of the study because the calculated (F) value is high comparing with tabular (F) value when (α ≤ 0.05). Knowledge management processes explain (74.4%) of variance in total dependent variable (security crisis management stages), this means that (74.4%) of the variances in the security crisis management stages are explained by knowledge management processes. The rest of the variances is due to random variables that can not be controlled, or can not be included in the model. However, they reflect the stability of study modal, and they explain (65.2%) of the variation in the phase of early warning signals detection. Also, they explain (61.2%) of the variation in the phase of preparation and precaution, (39.4%) of the variation in the phase of confrontation and damages containment, (57.5%) of the variation in recovery phase, and (61.5%) of the variation in the strategic learning phase. This indicates that there is a statistically significant impact of knowledge management processes in the interpretation of security crisis stages. Based on the stability of the model we can test the study hypotheses, as the following:

The main hypothesis

There is no significant effect with statistical significance at the level of indication (α ≤ 0.05) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stages of managing security crises in Joint operating rooms of the Palestinian security forces.

* When (α ≤ 0.05), there is significance level

Results of Beta and T-test values in Table 8 show that knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) have statistically significant impact on security crisis management stages, in terms of the beta coefficients of these processes. Also, the calculated (T) value is larger than its tabular value (1.97) when (α ≤ 0.05), (P) is less than (0.05).

According to decision rule, we reject the null hypothesis (Ho), and accept the alternative hypothesis (Ha). This means, when (α ≤ 0.05) there is a significance level for knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on security crisis management stages in the joint operating rooms of the Palestinian security forces.

The following sub-hypothesis stems from the main hypothesis

First sub-hypothesis: There is no significant effect with statistical significance at the level of indication (α ≤ 0.05) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of early detection of early warning signals as a stage of security crisis management.

* When (α ≤ 0.05), there is significance level

Results of Beta and T-test values in Table 9 show that that
knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, knowledge implementation) have statistically significant impact on the phase of early warning signals detection as a stage of the security crisis management. In terms of calculated (T) value is larger than its tabular (T) value (1.97) when (α ≤ 0.05), and (P=0.000) which is less than (0.05). Also in terms of influence statistically for beta transactions for these operations as shown in the Table.

Based ongoing decision rule, we reject the null hypothesis (Ho), and accept the alternative hypothesis (Ha). This mean, when (α ≤ 0.05) there is a significant statistical significance for knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge implementation) on the phase of early warning signals detection as a stage of security crisis management in the joint operating rooms of the Palestinian security forces.

Second Sub-hypothesis: There is no significant effect with statistical significance at the level of indication (α ≤ 0.05) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of preparedness and prevention as a stage of security crisis management.

Results of Beta and T-test values in Table 10 show that knowledge management processes (knowledge generation, knowledge implementation) are the most affecting processes on preparation and precaution phase. In terms of the calculated (T) values of those two processes (6.127, 6.011) are larger than tabular (T) value (1.97) when (α ≤ 0.05), and (P=0.000) which is less than (0.05). Also in terms of influence of (Beta) transactions for those process (0.465, 0.422). The results also indicate that knowledge management processes (knowledge diagnosis, knowledge storage, knowledge distribution) have no impact on the phase of preparation and precaution, in terms of the (Beta) coefficients of those processes (-0.011, -0.048, -0.039). The calculated (T) values (-0.157, -0.712, -0.813) were low, so, there isn't significance level of (T) calculated values when (α ≤ 0.05).

Based ongoing decision rule, we reject the null hypothesis (Ho), and accept the alternative hypothesis (Ha). This means, when (α ≤ 0.05) there is significance level of knowledge management processes (knowledge diagnosis, knowledge generation, knowledge implementation) on the phase of preparation and precaution as a stage of security crisis management in the joint operating rooms of the Palestinian security forces.

Third Sub-hypothesis: There is no significant effect with statistical significance at the level of indication (α ≤ 0.05) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of confrontation and damages containment, as a stage of security crisis management.

### Table 8: Results of multiple regression analysis to test knowledge management processes’ impact on the stage of managing security crises in the joint operating rooms of the Palestinian security forces.

<table>
<thead>
<tr>
<th>Knowledge management processes</th>
<th>B</th>
<th>Std. Error</th>
<th>Beta</th>
<th>Calculated T value</th>
<th>(T) significance level</th>
<th>Null hypothesis results (Ho)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Knowledge diagnosis</td>
<td>0.159</td>
<td>0.038</td>
<td>0.162</td>
<td>4.135</td>
<td></td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge generating</td>
<td>0.203</td>
<td>0.042</td>
<td>0.274</td>
<td>4.810</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge storage</td>
<td>-0.180</td>
<td>0.055</td>
<td>-0.180</td>
<td>-3.285</td>
<td>0.001</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge distribution</td>
<td>0.226</td>
<td>0.049</td>
<td>0.259</td>
<td>4.651</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge implementation</td>
<td>0.358</td>
<td>0.050</td>
<td>0.441</td>
<td>7.151</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
</tbody>
</table>

### Table 9: Multiple regression analysis results to test the impact of knowledge management processes on the phase of early warning signals detection, as a stage of security crisis management.

<table>
<thead>
<tr>
<th>Knowledge management processes</th>
<th>B</th>
<th>Std. Error</th>
<th>Beta</th>
<th>Calculated T value</th>
<th>(T) significance level</th>
<th>Null hypothesis results (Ho)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Knowledge diagnosis</td>
<td>0.330</td>
<td>0.072</td>
<td>0.209</td>
<td>4.562</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge generating</td>
<td>0.314</td>
<td>0.079</td>
<td>0.263</td>
<td>3.951</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge storage</td>
<td>-</td>
<td>0.103</td>
<td>-</td>
<td>3.436</td>
<td>0.001</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge distribution</td>
<td>0.286</td>
<td>0.092</td>
<td>0.203</td>
<td>3.123</td>
<td>0.002</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge implementation</td>
<td>0.583</td>
<td>0.094</td>
<td>0.444</td>
<td>6.178</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
</tbody>
</table>

### Table 10: Multiple regression analysis results to assess the impact of knowledge management processes on the phase of preparation and precaution, as a stage of security crisis management.

<table>
<thead>
<tr>
<th>Knowledge management processes</th>
<th>B</th>
<th>Std. Error</th>
<th>Beta</th>
<th>Calculated T value</th>
<th>(T) significance level</th>
<th>Null hypothesis results (Ho)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Knowledge diagnosis</td>
<td>-0.037</td>
<td>0.045</td>
<td>-0.039</td>
<td>-0.813</td>
<td>0.417</td>
<td>Accepted (no impact)</td>
</tr>
<tr>
<td>Knowledge generating</td>
<td>0.297</td>
<td>0.049</td>
<td>0.422</td>
<td>6.011</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge storage</td>
<td>-0.046</td>
<td>0.064</td>
<td>-0.048</td>
<td>-0.712</td>
<td>0.477</td>
<td>Accepted (no impact)</td>
</tr>
<tr>
<td>Knowledge distribution</td>
<td>-0.009</td>
<td>0.057</td>
<td>-0.011</td>
<td>-0.157</td>
<td>0.875</td>
<td>Accepted (no impact)</td>
</tr>
<tr>
<td>Knowledge implementation</td>
<td>0.360</td>
<td>0.059</td>
<td>0.465</td>
<td>6.127</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
</tbody>
</table>

### Table 11: Multiple regression analysis results to test the impact of knowledge management processes on the phase of confrontation and damages containment, as a stage of security crisis management.
implementation) on the stage of confrontation and containment of damages as a stage of security crisis management.

* When \((α ≤ 0.05)\), there is significance level, ** When \((α ≤ 0.05)\) there isn’t significance level

Results of Beta and T-test values in Table 11 show that the knowledge generation process is the most knowledge management processes affecting the phase of confrontation and damages containment. In terms of the calculated \((T)\) value (3.204) is larger than its tabular value (1.97) when \((α ≤ 0.05)\), \((P=0.002)\) which is less than \((0.05)\). Also, the influence of \((β)\) transactions for this process (0.281). The results indicate that knowledge management processes (knowledge diagnosis, knowledge storage, knowledge distribution, knowledge implementation) have no impact on the phase of confrontation and damages containment. We can conclude that from \((β)\) coefficients of these processes, and from the calculated \((T)\) values which are smaller than its tabular values when \((α ≤ 0.05)\).

Based ongoing decision rule, we reject the null hypothesis \((Ho)\), and accept the alternative hypothesis \((Ha)\). This mean, when \((α ≤ 0.05)\) there is a significance level of knowledge generation on the phase of confrontation and damages containment. It means also, when \((α ≤ 0.05)\) there isn’t significance level of knowledge management processes (knowledge diagnosis, knowledge storage, knowledge implementation, know distribution) on the phase confrontation and damages containment as a stage of security crisis management in the joint operating rooms of the Palestinian security forces.

Fourth sub-hypothesis: There is no significant effect with statistical significance at the level of indication \((α ≤ 0.05)\) for knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stage of restoring activity as a stage of security crisis management.

* When \((α ≤ 0.05)\), there is significance level, ** When \((α ≤ 0.05)\) there isn’t significance level

Results of Beta and T-test values in Table 12 show that knowledge management processes (knowledge diagnosis, knowledge distribution, knowledge implementation) have the most significant impact on recovery phase. In terms of calculated \((T)\) value (4.688, 5.194, 3.758) are larger than its tabular value (1.97) when \((α ≤ 0.05)\), and \((P=0.000)\) which is smaller than \((0.05)\). We can conclude from \((β)\) coefficients of these processes (0.034, 0.063), and from the calculated \((T)\) values (0.887, 0.462) which are smaller than its tabular values when \((α ≤ 0.05)\).

Based ongoing decision rule, we reject the null hypothesis \((Ho)\), and accept the alternative hypothesis \((Ha)\). This means, when \((α ≤ 0.05)\) there is significance level of knowledge management processes (knowledge diagnosis, knowledge implementation, know distribution) on recovery phase, and it means, if it is focused on the recovery phase it will be improved. It means also, when \((α ≤ 0.05)\) there is no significance level of knowledge management processes (knowledge generation, knowledge storage) on recovery phase as a stage of security crisis management in the joint operating rooms of the Palestinian security forces.

Fifth sub-hypothesis: There is no significant effect with statistical significance at the level of indication \((α ≤ 0.05)\) for knowledge management process (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stages of strategic learning phase as a stage of security crisis management.

* When \((α ≤ 0.05)\), there is significance level

Results of Beta and T-test values in Table 13 show that knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, knowledge implementation) have a statistically significant impact on the strategic learning phase. In terms of the calculated \((T)\) value is larger than its tabular value (1.97) when \((α ≤ 0.05)\), \((P)\) is less than \((0.05)\), and also in terms of influence statistically for \((β)\) transactions for these operations as shown in the Table.

According to decision rule, we reject the null hypothesis \((Ho)\), and accept the alternative hypothesis \((Ha)\). This means, when \((α ≤ 0.05)\) there is a significance level of knowledge management processes (knowledge diagnosis, knowledge generating, knowledge storage, knowledge implementation, know distribution) on strategic learning phase, as a stage of security crisis management in the joint operating rooms of the Palestinian security forces.

Results and Discussion

- The results of the study showed that the joint operating rooms are generally concerned with the implementation of all knowledge management processes to a high degree. This implementation came in varying degrees and levels. The highest level of implementation of these processes was related to storing knowledge, followed by knowledge distribution, knowledge generation, diagnosis knowledge, while the lowest level of implementation was associated with applying of knowledge. This finding indicates that the joint operating rooms do

<table>
<thead>
<tr>
<th>Knowledge management processes</th>
<th>B</th>
<th>Std. Error</th>
<th>Beta</th>
<th>Calculated T value</th>
<th>(T) significance level</th>
<th>Null hypothesis results (Ho)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Knowledge diagnosis</td>
<td>0.214</td>
<td>0.046</td>
<td>0.237</td>
<td>*4.688</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge generating</td>
<td>0.023</td>
<td>0.050</td>
<td>0.034</td>
<td>**0.462</td>
<td>0.644</td>
<td>Accepted (no impact)</td>
</tr>
<tr>
<td>Knowledge storage</td>
<td>0.058</td>
<td>0.085</td>
<td>0.063</td>
<td>**0.887</td>
<td>0.376</td>
<td>Accepted (no impact)</td>
</tr>
<tr>
<td>Knowledge distribution</td>
<td>0.301</td>
<td>0.058</td>
<td>0.373</td>
<td>*5.194</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge implementation</td>
<td>0.224</td>
<td>0.060</td>
<td>0.299</td>
<td>*3.758</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
</tbody>
</table>

Table 12: Multiple regression analysis results to test the impact of knowledge management processes on recovery phase, as a stage of security crisis management.

<table>
<thead>
<tr>
<th>Knowledge management processes</th>
<th>B</th>
<th>Std. Error</th>
<th>Beta</th>
<th>Calculated T value</th>
<th>(T) significance level</th>
<th>Null hypothesis results (Ho)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Knowledge diagnosis</td>
<td>0.281</td>
<td>0.068</td>
<td>0.198</td>
<td>*4.106</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge generating</td>
<td>0.219</td>
<td>0.075</td>
<td>0.204</td>
<td>**2.917</td>
<td>0.004</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge storage</td>
<td>-0.489</td>
<td>0.098</td>
<td>-0.336</td>
<td>*4.991</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge distribution</td>
<td>0.448</td>
<td>0.087</td>
<td>0.354</td>
<td>*5.173</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
<tr>
<td>Knowledge implementation</td>
<td>0.510</td>
<td>0.089</td>
<td>0.432</td>
<td>*5.714</td>
<td>0.000</td>
<td>Rejected (there is an impact)</td>
</tr>
</tbody>
</table>

Table 13: Multiple regression analysis results to test the impact of knowledge management processes on strategic learning phase as a stage of security crisis management.
not deal with the concept of knowledge management as an integrated system, but rather deal with each process separately; in other words, it focuses on the application of some processes and neglects the sequence of other knowledge management processes in terms of degree of implementation, in this sense, the application of this concept in the joint operating rooms of the study did not exceed the mental adoption of the concept, that is, the conviction of the idea only, and thus did not reach the implementation of comprehensive and good, this means the lack of actual and serious commitment to the implementation of knowledge management processes by those rooms, and the low level of awareness and awareness among some security leaders of the importance of applying knowledge management, which may be justified by the recent adoption of joint operating rooms for the knowledge management system. This result is consistent with the findings study of Al Kasashb W [81], the study of Al Zogby Kh and Al Zaidi Z [82] and the study of Darwish [83].

- The results of the study indicated that the joint operating rooms are generally concerned with applying all stages of security crisis management to a high degree. However, this implementation came in varying degrees and levels. The highest level of application of these stages was related to the stage of confrontation and containment of damages. And followed by the strategic learning phase, while the lowest level of implementation was associated with the detection phase of early warning signals. This result indicates that the joint operating rooms do not deal with the phases of security crisis management as an integrated system. The stages of managing other security crises in terms of degree of implementation, but focuses on the implementation of some stages and neglects the sequence of stages of management of other security crises in terms of degree of implementation, as the stages of security crisis management follow each stage of the other system and each stage has a beginning and end can not be separated, and may be because there may overlap and the intertwining of the stages due to the political and economic instability in Palestine, which led to the almost repeated recurrence of the security crises.

- The results of the study showed a statistically significant effect at the level of (α ≤ 0.05) for knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the stages of security crisis management in the joint operating rooms of the Palestinian security forces. Which calls for joint operations rooms to pay more attention to these operations to raise the level of awareness and commitment to the implementation of knowledge management processes. While the results indicated that the joint operating rooms do not deal with knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on early detection of early warning signals as a stage of managing security crises in Joint operations rooms of the Palestinian security forces. This means that if these rooms are want to improve the confrontation and contain the damage, it is necessary to focus on the process of generating knowledge to improve the confrontation and contain the damage as a stage from security crisis management stages in the joint operating rooms of the Palestinian security forces.

- The results of the study showed that there is a statistically significant effect at the level of (α ≤ 0.05) for process of generating knowledge on the stage of confrontation and containment of damages. This process is considered as the most influential on the stage of confrontation and containment of damages, while the results indicated that there is no significant effect of statistical significance at the level of (α ≤ 0.05) for process of knowledge management (knowledge identification, knowledge storage, knowledge distribution, knowledge implementation) at the stage of confrontation and containment of damages. This calls on the joint operating rooms to pay attention primarily to the generation of knowledge as the most important influences on the confrontation phase and the containment of damage; This means That if these rooms are want to improve the confrontation and contain the damage, it is necessary to focus on the process of generating knowledge to improve the confrontation and contain the damage as a stage from security crisis management stages in the joint operating rooms of the Palestinian security forces.

- The results of the study showed that there is a statistically significant effect at the level of (α ≤ 0.05) for knowledge management processes (knowledge implementation, knowledge distribution, knowledge diagnosis) on the recovery stage, these processes are the most effective at the stage of regaining activity, respectively. While the results indicated that there is no significant statistical significance at the level of (α ≤ 0.05) for the processes of knowledge management (knowledge generation, knowledge storage) on the recovery phase. This calls on the joint operation rooms to pay attention in first class to the implementation, distribution and diagnosis of knowledge as the most important effects on the restoration phase, this means that if these rooms are wanted to improve their recovery phase, these operations should be focused on improving these processes to improve the recovery phase as a stage of security crisis management in the joint operation rooms of the Palestinian security forces.

- The results of the study showed that there is a significant statistical significance at the level of (α ≤ 0.05) for knowledge management processes (knowledge diagnosis, knowledge generation, knowledge storage, knowledge distribution, and knowledge implementation) on the strategic learning stage as a stage of managing security crises in Joint operation rooms of the Palestinian security forces, which calls on the joint operations rooms to pay attention to these operations to raise the level of their strategic learning skills, so as not to repeat the security crises that have been exposed in the future.

Based on the above, these findings indicate that the joint operating rooms do not deal with knowledge management processes as an integrated system, but deal with each process separately; that is, knowledge management processes were not applied in a comprehensive and studied manner; they were formal security and administrative practices and routine technicality. This may be justified by the modernity of the joint operating rooms of the knowledge management system, however, each knowledge management process has had an impact on the management of security crises based on the fact that the phases of security crisis management (detection of early warning signals, preparedness and prevention, confrontation and containment of damage, recovery of activity, strategic learning), cannot be done without enriching them with knowledge, because knowledge is the living conclusion of information; this means that knowledge
management processes are the guide, but the real guide for each stage of security crisis management, there is no management of security crises without knowledge, and therefore the implementation of knowledge management processes in an integrated and targeted will inevitably lead to the management of security crises efficiently and effectively. This finding is consistent with the findings of the Mahmoud [84] the study Wang and Cheng [85], the study Wang [86], Wang and Belardo [87] and Zhinhon and Wang [88].

Conclusion and Recommendations

In light of the findings of the study, the following recommendations can be given:

• The need to develop a plan to establish the serious conviction and awareness of some of the senior security leaders and officers working in the joint operations rooms at all levels of security and administrative importance of the concept of knowledge management, and best practices in the field of knowledge management and its importance and programs and implementation, and without conviction, any effort at any level was will not succeed. Therefore, this conviction must be translated into actual concrete practices, and adequate financial, human and technological resources and facilities should be provided through a clear and specific program, as the study findings show.

• The need to give greater attention to the implementation of all knowledge management processes, and focus on the most important and influential on the stages of the security crisis management operations, if joint operations rooms want to manage security crises efficiently and effectively, that this is done without neglecting other processes; any consideration to all of the concept of operations knowledge of all administrative aspects of management, operation, and security within the joint operations rooms look complementary, even though the implementation of this concept gradually, but it must be planned to end with a holistic and organized model takes into account all the ingredients that support the role of knowledge management in managing security crises efficiently and effectively.

• The results of the study showed that the process of implementation of knowledge less knowledge management processes implementation, so the joint operating rooms should pay greater attention to the process of implementation of knowledge through the knowledge of global best practices in the implementation of knowledge, and build an organizational culture based on cooperation between officers working, and adopting a management philosophy and organizational methods that support the implementation of knowledge, delegating sufficient powers to officers in joint operations rooms to enable them to apply their knowledge, conduct more training courses related to implementation of knowledge, and attract qualified human resources to work in the implementation of knowledge, which reduces the effects of security crises at the time of the occurrence and exit with the least possible damage, as shown by the results of the study.

• The results of the study showed that the detection phase of early warning signals is less implementation of the stages of security crisis management. Therefore, the researcher recommends the need to balance the security crisis management system in the joint operating rooms by increasing the interest and implementation of the detection of early warning signals, in order to align this phase with the rest of the security crisis management system. Together, these phases form the integrated perspective of security crisis management by focusing on developing advanced databases to help them identify indicators of security crises, emphasizing the need to use scientific methods and statistical models to predict with potential security crises, as the study findings show.

• The need for further research and field studies in the same subject, but with variables and methods of measurement other than that relied upon by the researcher, and other sectors except the Palestinian security sector to come up with a more comprehensive view on this subject.
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